
Life365’s clinical portal gives 
healthcare professionals the ability to 
review patient population health data 
collected for remote care monitoring 
services.

Data includes vital sign information 
collected from connected medical 
devices and submitted responses 
provided from symptom assessment 
and engagement surveys.

Data transmission is secure, 
encrypted, and HIPAA compliant.

The security of our customers and their 
patient’s information is priority one.

HIPAA compliant platform and system

Adherence to HITRUST standards

Encrypted data transmission

Secure Amazon cloud-based servers

SSL and TLS encryption layers

Internal and third-party security reviews

BAA required

	• Create, edit, archive, and delete: Manager, 
Coordinator, and Patient accounts. 

	• Assign and remove Coordinators from 
Patients. 

	• Review platform statistics (number of account 
registrations, active users, active record, 
and measurements captured) by day, week, 
month, and year.

	• Create notes on Patient accounts/profiles.

	• Establish & review breached vital sign 
threshold parameters for patients

	• Assign survey questions for patients

	• Review patient population health data & 
survey responses

	• Assign, remove, & reassign provider-supplied 
smart devices

	• Assign and update educational content 

	• Generate patient reminders for medications 
and appointments

	• Generate group and individual reports, review 
charts and graphs

Remote Care Management to  
Optimize Clinician Workflow

Compatible with HIPAA and 
HITRUST Requirements

Manager Portal Core Functions

Coordinator Portal Core Functions
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Review and monitor 
your patients’ 
health status

Manage content 
on kiosked 
smart devices

Set reminders to 
support member 
adherence

Maintain surveys 
for CCM, patient 
satisfaction & 
more

Optional Telehealth visits

Generate 
individual and 
group reading 
reports


